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About the Centre for Communication Governance



India’s only academic centre dedicated to researching

information technology laws and policy

Work across privacy, data governance, platform

governance, artificial intelligence and emerging

technologies, cybersecurity

Privacy Law Library: a global database that tracks and

summarises privacy jurisprudence emerging in courts

across the world - 200+ cases from 15+ jurisdictions; HCT 
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Background and Context

History and evolution of data protection principles globally

National and international recoginition of privacy as a core human right

Privacy and data protection key to other fundamental rights and freedoms

Various aspects of privacy - physical, spatial, informational, decisional, etc



Core Data Protection Principles

Transparency and accountability

Fairness and lawfulness Notice and consent Purpose limitation Data minimisation

Integrity, confidentiality, availability



Rights of Data Subjects

Access and
confirmation

Rectification,
erasure,
deletion

Right to be
forgotten

Data
portability

Object to or
restrict

processing

Against
automated

decision
making



State
Exemptions Exemptions for 'legitimate purposes' (e.g.

national security, maintaining public order,

criminal investigations)

Safeguards: (a) provided by law; (b) not

arbitrary; (c) pursue a legitimate aim; and (d)

necessary and proportionate to the aim
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